Malware这个单词来自于Malicious和Software两个单词的合成，是[恶意软件](http://baike.baidu.com/view/362867.htm)的专业术语，专指那些泛滥于网络中的[恶意代码](http://baike.baidu.com/view/16443.htm)。

Malware就是植入你电脑中的恶意代码，它可以完全控制、破坏你的PC、网络以及所有数据。

Malware包含了以下几个种类：

计算机病毒（Computer Viruses）

计算机病毒其实仍是一个较广泛的分类。计算机病毒是一类可以自我复制的程序，它可以很快地蔓延，又常常难以根除。它们能把自身附着在各种类型的文件上。计算机病毒会破坏PC中的数据影响计算机使用，甚至使计算机瘫痪。

计算机蠕虫（Computer Worms）

[蠕虫病毒](http://baike.baidu.com/view/226576.htm)主要利用[系统漏洞](http://baike.baidu.com/view/600475.htm)进行传播。它通过网络、电子邮件和其它的传播方式，像生物蠕虫一样从一台计算机传染到另一台计算机。因为蠕虫使用多种方式进行传播，所以[蠕虫程序](http://baike.baidu.com/view/2893991.htm)的传播速度是非常迅速的。蠕虫也是一种病毒，因此具有病毒的共同特征。

特洛伊木马（Trojan Horses）

特洛伊木马没有复制能力，它的特点是伪装成一个实用工具或者一个可爱的游戏，这会诱使用户将其安装在PC或者服务器上。“中了木马”就是指安装了木马的服务器程序，若你的电脑被安装了服务器程序，则拥有控制器程序的人就可以通过[网络控制](http://baike.baidu.com/view/2016267.htm)你的电脑、为所欲为，这时你电脑上的各种文件、程序，以及在你电脑上使用的账号、密码就无安全可言了。

逻辑炸弹（Logic Bombs）

逻辑炸弹一般是隐含在具有正常功能的软件中，在特定逻辑条件满足时实施破坏的[计算机程序](http://baike.baidu.com/view/178184.htm)。该程序触发后造成计算机数据丢失、计算机无法引导，甚至会使整个系统瘫痪，并出现物理损坏的虚假现象。“逻辑炸弹”引发时的症状与某些病毒的作用结果相似，并会对社会引发连带性的灾难。与病毒相比，它强调破坏作用本身，而实施破坏的程序不具有传染性。

间谍软件（Spyware）

间谍软件是一种能够在用户不知情的情况下，在其电脑上安装后门、收集用户信息的软件。用户的隐私数据和重要信息会被“[后门程序](http://baike.baidu.com/view/1352.htm)”捕获，并被发送给黑客、商业公司等。这些“后门程序”甚至能使用户的电脑被远程操纵，组成庞大的“[僵尸网络](http://baike.baidu.com/view/297306.htm)”，这是目前网络安全的重要隐患之一。

广告软件（Adware）

广告软件是指未经用户允许，下载并安装或与其他软件捆绑通过[弹出式广告](http://baike.baidu.com/view/1228331.htm)或以其他形式进行商业广告宣传的程序。安装广告软件之后，往往造成系统运行缓慢或系统异常。此类软件往往会强制安装并无法[卸载](http://baike.baidu.com/view/386432.htm)；在后台收集用户信息牟利，危及用户隐私；频繁弹出广告，消耗系统资源，使其运行变慢等。

垃圾邮件（Spam）

一般来说，凡是未经用户许可就强行发送到用户的邮箱中的任何电子邮件。垃圾邮件可以分为良性和恶性的。良性垃圾邮件是各种宣传广告等对收件人影响不大的信息邮件。恶性垃圾邮件是指具有破坏性的电子邮件。垃圾邮件占用大量的网络带宽，造成[邮件服务器](http://baike.baidu.com/view/54241.htm)拥塞；侵犯收件人的隐私权，欺诈收件人；严重影响ISP服务形象；还常常被黑客利用，对PC造成严重破坏。

弹出窗体（Popups）

弹出[窗体](http://baike.baidu.com/view/230361.htm)通常存在于广告或其他商业服务，它出人意料地弹出到你的屏幕上。跟垃圾邮件一样烦人，且有些具有破坏性。